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1S0 (the International Organization for Standardization) is a worldwide federation of national standards
bodies (ISO member bodies). The work of preparing International Standards is normally carried out
through ISO technical committees. Each member body interested in a subject for which a technical
committee has been established has the right to be represented on that committee. International
organizations, governmental and non-governmental, in liaison with IS0, also take part in the work.
1S0 closely with the i al Commission (IEC) on all matters of
electrotechnical standardization.

SAE International is a global association of more than 128,000 engineers and related technical experts
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it serves acrospace, automotive, and commercial vehicle. These works are authorized, revised, and
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from around the world. SAE subject matter experts act as individuals in the standards process, not
as representatives of their organizations. Thus, SAE standards represent optimal technical content
developed in a transparent, open, and collaborative process.
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AVPDL - Autonomous Vehicle Product Development Lifecycle

AVPDL
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12207 (SDLC software)

26262 (safety)

21434 (cybersecurity)
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How Standards Inform the AVCDL
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Phases and Requirements
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Process Flows
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AVCDL on GitHub
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The AVCDL is a set of identified processes, requirements of those processes, generated products, and mappings
from the generated products to their corresponding certification standard (ISO/SAE 21434, UNECE WP.29 R155-
7) work products: for the purpose of ensuring the creation of secure systems.
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SARIF-relevant Processes
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SARIF Field Compatibility

SARIF element
Finding
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Why Extend SARIF? (Static = Systematic)

* Body of Knowledge (standard and practitioners)

* Automation

* Consistency

* Scale

 Supply Chain (data interchange)

* Single Source of Truth
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Consistency — Threat Prioritization Process
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